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Abstract of the contribution: This paper introduces a key issue for “Study on generic group management, exposure and communication enhancements” to the TR 23.700-74.
1 Discussion
The FS_GMEC SID [1] contains the following objectives for the WT1:
Work Task 1: Study 5G capabilities exposure for industrial and automation applications:
-	Work Task 1.1: Enhance group attribute management and group status event reporting:
-	 set/modify the group attributes: provisioning of service area or QoS applicable to each UE of a given group
-	 subscribe to group status event reporting for the event "newly registered or (de)-registered group member"
NOTE:	The above sub-WT#1.1 assumes that existing QoS mechanism and service area mechanism are re-used for enforcement of service area or QoS applicable to each UE of a given group, thus neither new QoS nor service area enforcement mechanism will be specified.
- Work Task 1.2: Study whether and how to enhance NEF exposure framework to enable capability exposure for  provisioning of traffic characteristics and monitoring of performance characteristics applicable to each UE of a given group 
NOTE:	It is assumed that the above sub-WT#1.2 focuses on the exposure enhancements and no new enforcement mechanisms will be specified for this sub-WT. The traffic characteristics include e.g., transfer interval, data volume per cycle time, average and peak date rates, silence time interval, and PDU Session Type. The performance characteristics include communication service availability, communication service reliability, end-to-end latency, service bit rate and packet error rate. Which traffic characteristics are relevant for 5GS and which performance characteristics need to be monitored will also be studied as part of this WT.

[bookmark: _Hlk94273161]Work Task #1.2 addresses the UEs of the group performance characteristics exposure capability of each UE of a group for industrial and automation applications. The existing NEF exposure framework is assumed to be re-used. It is assumed that the UEs are not members of a pre-defined group but can be selected/filtered with the certain criteria (like set of parameters).
There are UE group management related requirements defined by the 5G-ACIA WP [2] defining Exposure of 5G Capabilities in clause 4.2. (further discussed in S2-2104189 (SA2#145e) and S2-2106683 (SA2#146e)).
There are some common goals with the FS_EDGE_Ph2 WT6 [3] for identifying the collection of UEs.
[1] SP-211603, New SID: Study on generic group management, exposure and communication enhancements
[2] 5G-ACIA White Paper, Exposure of 5G Capabilities for Connected Industries and Automation Applications
[3] SP-211638, New SID: Study on Edge Computing Phase 2

2 Proposal
[bookmark: _Hlk513714389]It is proposed to add the following key issue to the TR 23.700-74 FS_GMEC (all new text).

[bookmark: _Toc31096590][bookmark: _Toc30694672][bookmark: _Toc26431248][bookmark: _Toc26386442][bookmark: _Toc23402425][bookmark: _Toc23402395][bookmark: _Toc22192657][bookmark: _Toc16839389][bookmark: _Toc16839376][bookmark: _Toc19722242][bookmark: _Toc517082226]* * * * Start of changes (all new text)* * * *
5.Z	Key Issue #<Z>: NEF exposure framework group event reporting  
5.Z.1	Description
The objective of this Key Issue is to study the potential enhancement needs for the NEF exposure framework to enable capability exposure for provisioning of traffic characteristics and monitoring of performance characteristics applicable to each UE of a given group. NEF framework shall allow the external applications to subscribe to events of UEs forming the group, instead of knowing the full details of the UEs and their connections.
The exposure framework shall support on-demand, periodic and event-triggered monitoring for each device that is part of a group of devices. For event-triggered monitoring, there shall be possible to define the triggering event(s) or parameter threshold(s) valid for all monitored devices (that are part of a group).
The traffic characteristics might include e.g. transfer interval, data volume per cycle time, average and peak date rates, silence time interval, and PDU Session Type. 
The performance characteristics might include e.g. communication service availability, communication service reliability, end-to-end latency, service bit rate and packet error rate.
The key issue will study:
· Which traffic characteristics are relevant for 5GS and which performance characteristics need to be monitored will also be studied as part of this WT.
· What enhancements are needed for the defined Network Exposure procedures and NEF Services

* * * * End of changes * * * *
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